
Privacy policy - RKR  

The following privacy policy provides an overview of the collection and processing of your 

data. The protection of your rights and freedoms is important to us, RKR Attorneys at Law, 

Stockerstrasse 60, 8002 Zurich. Therefore, we process your personal data only for the in-

tended purposes. Since it is important to us that you are aware at all times of the extent to 

which we collect and use your data and, if applicable, transmit it to third parties, we will provide 

you with the following comprehensive information on the handling of your personal data col-

lected or stored by us in connection with your visit to our website.  

General 

The website is subject to Swiss data protection law, in particular the Swiss Federal Data Pro-

tection Act (DSG). In addition, the privacy policy is aligned with the European Union's General 

Data Protection Regulation (GDPR), which is relevant to us. The EU recognizes that Swiss 

data protection law ensures adequate data protection. 

Scope of data collection  

Every access to this website and every retrieval of a file stored on the website is logged. The 

following information is logged: Name of the retrieved website and file, date and time of re-

trieval, amount of data transferred, notification of successful retrieval, and the IP address of 

the requesting computer or network. 

Further personal data is only collected if this information is provided voluntarily, for example 

in the context of a contact form, an inquiry or registration. The personal data provided by the 

user on a voluntary basis will not be passed on to third parties and will only be used, stored 

and subsequently deleted for the purpose stated in each case. 

Purpose of data collection  

The collection and storage of data are used for internal statistical analysis for the purpose of 

the operation and security of the website.  

Data storage  

The data generated on this website will be stored for a maximum of 7 days and then completely 

deleted. 

Data passed on to third parties may be stored longer by these third parties. The data protection 

declarations of these third parties apply.  



Third-party contents 

It may happen that third party content, such as maps from Google Maps or graphics from other 

websites are integrated within this website. This always requires that the third-party providers 

know the IP address of the users for the delivery and display of the requested content. 

Third-party providers use the IP address for their own purposes. We cannot influence the 

storage of the IP address or other data by third-party providers, for example for statistical 

purposes. As far as this is known to us, we inform the users about it. 

For offers of third parties, which are referred to on this website by means of links, no guarantee 

can be assumed for compliance with data protection regulations. 

Google Maps 

This website uses the map service Google Maps, a service provided by Google, via an API. 

To use the functions of Google Maps, information about the visited page and the IP address 

of the visitor are usually transmitted to a Google server in the USA and stored there. The 

provider of this site has no influence on this data transmission. 

Further information on the handling of user data can be found in Google's privacy policy 

https://www.google.com/policies/privacy/. 

LinkedIn 

On this website, we have also included a link to our social media profiles on the social network 

LinkedIn Corp, 1000 W. Maude Avenue, Sunnyvale, CA 94085, USA. When you click on the 

corresponding icon, you will be automatically redirected to our profile on the corresponding 

social network. When you open a link to one of our social media profiles, a direct connection 

is established between your browser and the server of the social network in question. This 

provides the network with the information that you have visited our website with your IP ad-

dress and accessed the link. If you access a link to a network while logged into your account 

with the network in question, which means that the network can link your visit to our website 

directly to your user account. If you want to prevent this, you should log out before clicking on 

the relevant links. In any case, an association takes place when you log into the relevant 

network after clicking on the link.  

Further information on the handling of user data can be found in the privacy policy of LinkedIn 

https://de.linkedin.com/legal/privacy-policy?trk=homepage-basic_footer-privacy-policy. 

  

https://www.google.com/policies/privacy/
https://de.linkedin.com/legal/privacy-policy?trk=homepage-basic_footer-privacy-policy


Data protection rights 

Visitors to our website and other persons about whom we process personal data can exercise 

the following data protection rights:  

▪ Request free confirmation as to whether personal data is being processed by us; 

▪ request information about our processing of personal data and have the processing 

of personal data restricted; 

▪ Exercise of the right to data portability, if and to the extent that the GDPR applies; 

▪ have personal data corrected, deleted ("right to be forgotten") or blocked; 

▪ Revoke consent given for the processing of data and object to the processing of their 

personal data. 

 

Rights of data subjects 

Persons from whom we process personal data can enforce their claims in court or file a com-

plaint with the competent data protection authority. The competent data protection authority in 

Switzerland is the Federal Data Protection and Information Commissioner 

(http://www.edoeb.admin.ch). 

 

http://www.edoeb.admin.ch/

